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Abstract of the contribution: This contribution provides a solution to the key issue on Session Management.
1. Analysis of some key elements
1) Session Management Types
It has got common understanding that the SM related procedures for variant UE type/scenario, e.g., considering mIoT and eMBB scenario. The agreed architecture principle in TR 23.799 also states that 

“The UE may be attached to the network without having an established session for data transmission.”

The UE determines whether to establish session based on e.g., UE type, the service type etc. AN direct the Authentication and SM procedures to the proper Authentication and SM function accordingly. There are three cases for see:

a) For connectionless case, no SM is needed. This is one optimization for small burst data transfer.
b) For on-demand SM case, the SM procedures are executed per UE data transfer demand.

c) For general cases, e.g., smart phone in eMBB scenario, the SM procedures are executed together with attach. This is the same as the LTE case. 
2) Bearer Usage

The bearer concept used in LTE aims at differentiation of QoS handling. While, whether bearer is used is determined also by the “Key Issue 2: QoS Framework”. From SM perspective, bearer is not necessary “for the setup of the IP or non-IP traffic connectivity” of UE.

3) Tunnelling Usage analysis
The GTP tunnel is used for traffic path forwarding and for the mobility management. While, there do cause many burden and obstacles when tunnel is used, refer to S2-160XXX for reference. 

GTP tunnel is a 3GPP access specific mechanism. The GTP tunnel is used for traffic path handling of user plane, mobility support and differentiation of PDN connections. One of the key goals of “NexGen” is to “minimize access dependencies”. Therefore, the tunnel usage should be minimized as much as possible. To achieve that, one IP tunnel can be established between the access nodes and the GW in CN.
2. SM Related Architecture and Procedures
A UE may request session establishment procedure under the following states
a) Immediately after UE successfully attached to the network. UE attached to the network after selection a proper AN (e.g., Cell and PLMN). During this process, the network may authenticate the UE accordingly based on the information provided by the UE.
b) The UE already attached to the network and would like to get IP/Non-IP connection for data transfer.

c) The UE already have session established.

The session management architecture could be depicted as Figure 6.x.1, where the SM is the function in control plane for session management handling.
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Figure 6.x.1. The architecture for session management.
The procedures are depicted in the Figure 6.x.1.

1.
UE initiate connectivity setup request.

2.
The SM function should verify the UE context to make sure that the UE in a valid state, e.g., attached. 
3.
The SM function determines the QoS property of the connection based on information such as UE request, UE subscription and operator policy. 
4.
The SM function may request the AN to verify there are enough radio resource in the radio part.
5.
The SM function select proper user plane GW and assigns IPv4 address/IPv6 prefix anchored in the GW per UE request type. SM also include downlink tunnel information to the GW (e.g., IP address of the AN node).
6.
The SM function informs UE the session is succeed with IPv4 address/IPv6 prefix. SM also include uplink tunnel information to the AN node (e.g., IP address of the GW).
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Figure 6.x.2. The procedures of setup IP connectivity.

Proposal
It is proposed to add the following solution to the TR 23.799 “Study on Architecture for Next Generation System” V0.2.0.
* * * Start of changes * * * *
6
Solutions
Editor's Note: This section describes the solutions to the key issues and solutions to architecture design. 
6.x
Solution x  - Session management architecture and functions

6.x.1
Architecture description 
Editor's Note: This clause will contain e.g., terminology, overview, architecture description of the solution. 
A UE may request session establishment procedure under the following states

a) Immediately after UE successfully attached to the network. UE attached to the network after selection a proper AN (e.g., Cell and PLMN). During this process, the network may authenticate the UE accordingly based on the information provided by the UE.

b) The UE already attached to the network and would like to get IP/Non-IP connection for data transfer.

c) The UE already have session established over one PDN.

The session management architecture could be depicted as Figure 6.x.1, where the SM is the function in control plane for session management handling.
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Figure 6.x.1. The architecture for session management.
6.x.2
Function description 
Editor's Note: This clause will contain function descriptions and the interactions among the network functions.

The procedures are depicted in the Figure 6.x.1.
1.
UE initiate connectivity setup request.

2.
The SM function should verify the UE context to make sure that the UE in a valid state, e.g., attached. 

3.
The SM function determines the QoS property of the connection based on information such as UE request, UE subscription and operator policy. 

4.
The SM function may request the AN to verify there are enough radio resource in the radio part.

5.
The SM function select proper user plane GW and assigns IPv4 address/IPv6 prefix anchored in the GW per UE request type. SM also include downlink tunnel information to the GW (e.g., IP address of the AN node).
6.
The SM function informs UE the session is succeed with IPv4 address/IPv6 prefix. SM also include uplink tunnel information to the AN node (e.g., IP address of the GW)
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Figure 6.x.2. The procedures of setup IP connectivity.
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